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This Session’s Agenda

= |ntroduction
= | andscape
= Database Vulnerabilities Are The New Front-Lines

= Attacking Where the Data Resides

= Planning an Attack
= Recreating Database Attacks

= Proactively Combating Database Attacks

= Database Vulnerability Assessment / Activity
Monitoring

= Best Practices for Securing Your Databases
= Resources for Further Advice and Research
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Yesteryear’s Data Processing Environment
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Today’s Data Processing Environment
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Databases Are Under Attack

Total number of records
compromised since April, 2005
253’399’762 Hundreds of incidents

Virtually every industry

Source of Breach Records Lost
Email, 2% Email, 1%
Tapes, Tapes, Laptop ,

1% 10% 25%

Laptop ,

Database,
40%

Database,

64%
Privacy Rights
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Established Vulnerability Categories

= Most commonly known to apply to OS’s and

NOS’s
Operating Systems & Network Operating Systems
(Microsoft Windows, Unix, and Linux)

Default & Weak

Passwords

Denial of Services
& Buffer Overflows

Misconfigurations & /

Resource Privilege
Management

www.appsecinc.c
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Categories Also Apply to Databases!

» Databases are a separate attack vector!

Server

Passwords

Denial of Services
& Buffer Overflows

Misconfigurations &
Resource Privilege
Management

Default & Weak /

v vV v V
v vV v V
v v v Vv
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Database Vulnerabilities: Default & Weak Passwords

= Databases have their own user accounts and
passwords

Microsoft IBM DB2 MySQL
SQL
Server
Default & Weak / / / / /
Passwords
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Database Vulnerabilities: Default & Weak Passwords

= Oracle Defaults (hundreds of them)
- User Account: internal / Password: oracle
- User Account: system / Password: manager
- User Account: sys / Password: change_on_install
- User Account: dbsnmp / Password: dbsnmp
= MySQL Defaults
- User Account: root / Password: null
- User Account: admin / Password: admin
- User Account: myusername / Password: mypassword
= Sybase Defaults
- User Account: SA / Password: null
= Microsoft SQL Server Defaults
- User Account: SA / Password: null
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Database Vulnerabilities: Default & Weak Passwords

= |tis important that you have all of the proper
safeguards against password crackers
because:

- Not all databases have Account Lockout

- Database Login activity is seldom monitored

- Scripts and Tools for exploiting weak
identification control mechanisms and default
passwords are widely available
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Database Vulnerabilities: Denial of Services (DoS) & Buffer Overflows

= Databases have their own DoS’s & Buffer
Overflows

Microsoft Sybase IBM DB2 MySQL
sQL
Server
Default & Weak / / / / /
Passwords

Denial of
Services &
Buffer Overflows
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Denial of Services: Database have their own DoS Attacks

= Result in the database crashing or failing to
respond to connect requests or SQL
Queries.

= Significant Database Denial of Services:
Oracle8i: NSPTCN data offset DoS
Oracle9i: SNMP DoS
Microsoft SQL Server: Resolution Service DoS
IBM DB2: Date/Varchar DoS

Buffer Overflows: Database have their own Buffer Overflows

» Result in an unauthorized user causing the application
to perform an action the application was not intended to
perform.

= Can allow arbitrary commands to be executed

» No matter how strongly you've set passwords and
other authentication features.

= Significant Database Buffer Overflows:
- Oracle9i: TZ OFFSET buffer overflow
- Microsoft: pwdencrypt buffer overflow / Resolution Stack Overflow
- Sybase: xp_freedll buffer overflow
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Misconfigurations & Resource Privilege Management Issues

= Misconfigurations can make a database

vulnerable
Microsoft Sybase IBM DB2 MySQL
sQL
Server
Default & Weak /

Passwords

Denial of Services
& Buffer Overflows

Misconfigurations &
Resource Privilege
Management
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Misconfigurations & Resource Privileges can make

Databases Vulnerable

Oracle
» External Procedure Service

» Default HTTP Applications
» Privilege to Execute UTL_FILE

Microsoft SQL Server
« Standard SQL Server Authentication Allowed

» Permissions granted on xp_cmdshell
Sybase
* Permission granted on xp_cmdshell

IBM DB2
* CREATE_NOT_FENCED privilege granted (allows logins to create

SPs)
MySQL
» Permissions on User Table (mysql.user)

www.appsecinc.col
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Database Vulnerabilities Wrap-up

Microsoft Sybase IBM DB2 MySQL
SQL
Server

Denial of Services
& Buffer Overflows

Misconfigurations &
Resource Privilege
Management

]
wee vV VY
v vV vV v V
v vV vV v V
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Emerging Database Threats

= Sophisticated attacks that exploit un-patched
vulnerabilities

= Cyber espionage efforts by well resourced organizations
looking to extract large amounts of data

= |nsider attacks
= |nsider mistakes
= Advanced identity theft via database rootkits

= Increasingly sophisticated social engineering leading to
full-blown database disclosures

= Weak or non-existent audit controls

= Powerful self-propagating attacks distributed via “infection
kits” on legitimate websites
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Database Attack
lllustrations

I

Directly Attacking A Database: Oracle Password Cracking

Attack Target: Oracle
Privilege Level: Network Connection to Target

Scenario:

= |llustration of an Attacker Using Various Tools to
Crack Oracle Passwords

Vulnerabilities Exploited:
» Default & Weak User Account Passwords
= Misconfigurations & Privilege Resource Management
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Directly Attacking A Database: Oracle Password Cracking

Action  Listerers  Hosts  Explok Acticn

Current Colback I IJ:‘.‘ 0.0.1

=181

| = | BRACLL ACCOUNT BRUTL DRECLR

Il ] e Acout Bruee rcer =
152160, 1 250 Locahiods END) (selectad: 0)
Corracted Nodes
Krureege
T ol Hort 1930100
s _brursforce Host 192.168.1.225 {currant torget)
ora_bruteforce e scns
ra_petels
oradegetnfo
: ADMIN:CHF %
€] CANAS Explod [2]; 5[ %
) Catiiacs Excplot [2]: Starting 5 threads —
i I e
] CANVAS Expink [2]: F _ .
R CANVRS Explod [2):(x] Found: SCOTT:TIGER
e — —
I | et | Action |t Teve B Tive |tk cemation
0 BBEBE ors_getch brutelorcing 102,168.1,225: 1521 {Toursd 1 SIDY CHOZ29PM DHOZA9PM ora_ gt
z (0000 mussinG 40640 #91 Cnache sccoant bkedoroes attackeg 192.168.1.525:1521 (n progress)
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Directly Attacking A Database: Oracle Password Cracking

Oracle Password Cracker (Checker,

Checkpwd - Oracle password cracker. GO L)g[e "oracle password cracker”

www.red-database-security. com/software/checkpwd.html -

Oracle Passwords Results 1 - 10 of about 1,790 for "oracle password cracker”.
Oracle Password Cracker Checkpwd 2.00 by Red-Database-Security GmbH (fast, _._.___
pw/sec, C-based, 7-11g). Oracle Password Cracker Benchmark Benchmark for ...

ults from e-security com »

Pete Finnigan's Oracle security weblog
This cracker is the fastest Oracle password cracker that i know of - and | know ... It is also
probably the best featured Oracle password cracker available.

www.petefinnigan.com/weblog/archives/00000535.htm - 32k - C

Pete Finnigan - Oracle and Qracle security information

This is a very useful tool for performing Oracle database security audits as it is the first

publicly available stand alone Oracle password cracker written ...
petefinnigan_com/tools_htm - 100k - C:

esults from petefinnigan ci

imilar

oracle password cracker orabf version 0.7
www.toolcrypt.orgitools/orabffindex.html - Similar

Oracle password best practices

Figure 7.1 Oracle Password Cracker. You don't make it to the front page on a list of nearly 2
million search entries without a lot of clicks. ...

searchoracle techtarget.com/tip/0,289483 sid41_gci1281026,00 html - 57k -

Ca Similal ]

Penetration Testing: Oracle password cracker

Oracle password cracker. This message : [ Message body ] [ More options ]: Related
messages : [ Next message ] [ Previous message | [ Next in thread ...
seclists.org/pen-test/2008/Jan/0199.html - Similar 5

APPLICATION »
SECURITY, INC.! www.appsecinc.com




Directly Attacking A Database Recap: Oracle Password Cracking

= Qutcome:
= Compromised an Oracle User Account!

= Vulnerabilities Exploited:
= Weak Password
= Misconfigurations & Resource Privilege Management

= How did we do it?
= Freely Available Exploit Code!
= Google: Oracle Password Cracker

Attacking Databases Over the Internet : Exploiting Search
Engines (Google)

= Attack Target: Oracle

= Privilege Level: Anyone with Access to the Web
and a Search Engine

= Qutcome: Complete Administrative Control

= Vulnerabilities Exploited:
= Misconfigurations & Resource Privilege Management
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How is Google used for attacks?

= First thing an attacker needs is information
= Where to attack
= What a site is vulnerable to
» Google is a large repository of information
= Every web page in your application
= Every domain on the Internet
= Google provides an attacker:
= Ability to search for attack points on the Internet
= Ability to search for an attack point in a specific website
= Ability to look for specific URLs or files
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Example — looking for iSQL*Plus

= Oracle HTTP Servers
= Execute queries on database using an HTTP form
= Accessed using the URL /isqlplus

= By default runs on any Oracle HTTP server
installed with:
= Oracle Applications Server
= Oracle Database Server

= Search can be performed on Google
= |ooking for Oracle HTTP servers
= Using the “allinurl” advanced search feature
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SECURITY, INC. www.appsecinc.com




Using Google Advanced Search

GO L)S le Advanced Search

Advanced Search Tips | About Gog

f
Fs with all of the words I

with.the exact phrase. fi

[10vesuts =]|  Google Search

|fi5q|p|u5

Languzgs
File Fogsnat Gioly, 28 rsgo reaulie. of e Be Germs sy formal x
Date Return web pages updated in the anytime -

Numeric Range

Occurrences Return results where my terms occur
Domain Only x| retur results from the site or domain
SafeSearch € Mo filtering @ Filter using SafeSearch

Froogle Product Search (BETA)

Products Find products for sale

Retumn web pages containing numbers between and

in the URL of the page vl

anywhere in the page
in the title of the page
in the text of the page
in the URL of th g
in links to the page

Search

To browse for products, start at the Froogle home page
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Results of Google Advanced Search

ISQL"Plus Release 9.2.05.0 Production: Anmelden - [ Translate this page |

Anmelden. Benutzername: Kennwort: Connect-String: ueb,

holle.db.informatik.uni-kassel.dedisglplus - 3k - Cached - Similar pages

ISQL*Plus Release 9.2.0.4 0 Production: Logowanie

Logowanie. Mazwa uzytkownika: Hasto: dentyfikator potaczenia
dhlab.cs put poznan plfisqlplus - 4k - Cached - Similar pages

IS0OL"Plus Release 9.2.0.1.0 Production. Anmelden - [ Translate this page |

Anmelden. Benutzername: Kennwaort: Connect-String:

bwis(2 inf fh-koeln. de:7778/sqlplus - 3k - Cached - Similar pages

ooy Table des matiéres
File Farrnat: Microsoft YWord 2000 - Wiew as HThWL

... Middle Tier 0 Serveur Qracle HTTP. Pour installer iSQLPlus : Unziper la
distribution iSQLPIus en zip dans un répertoire temparaire. ...
e istetne chibd/SGBED racled docurnents/isqlplusdnst_isqlplusB17 doc - Similar pages

ISQLPlus Release 9.2.0.1.0 Production: Login

Login. Usernarne: Password: Connection ldentifier: oracle unc.edu
https:foraclient.unc. edudisglplus - 3k - Cached - Similar pages

4 Gn()uug[(’ >

Result Page: Previous1 2 3 4 Next

Search

Search within results | Language Tools | Search Tins

allinurl: "fisglplus”
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Yahoo! Advanced Search Works Too.....

Web | Images | Directory = Local V&' | Mews | Products

YAEOO! search [Socris Relsase' Search
Shortcuts Advanced

Search Results Results 1 - 10 of ahout 79 for "iSOL* Plus Release™ - 0.23

1. 1S0L"Pus Release 9.2.0 1.0 Production: Login &
Help. Login. Username: Password: Connection Identifier
gettyshurg. weenet, edu 7777 fisglplus - 3k - Cached - More from this site

2. ISOL"Plus Release 90.1=
Script Location: Enter staterments
student.cob. ohiou. edufjb280299/ sghweb. htrn - 20k - Cached - [iore from this site

3. [SOL"Plus Release 90.1™
Seript Location: Enter statements:
student.cob.ohiou.edu/jb250299/ sarasgl htm - 23k - Cached - More from this site

4. I1SQL*Plus Release 9.2.0.5 .0 Production: Login &
Help. Login. Username: Passwaord: Connection ldentifier
isglplus.it. swin.edu.au: 77777 isqlplus - 3k - Cached - Maore frorm this site

5. What's New in SQL"Plus? &
Any user customizations can be manually merged into the default iSQL™Plus Release 9.2 configuration file ... There are
several new parameters for sizing and tuning iSOL*Plus Release 3.2
cs utah edu/classes/csBE30/araclel... fserver 920/290842 whatsnew htm - 30k - Cached - More from this site

6. ISOL*Plus Release 10.1.0.2%
= Indicates reguired field. Username. Password. Connect ldentifier. Help. Copyright © 2003, Oracle. All rights resenved
weirwr.onlinecreation. corm:95607 isqlplus - 9k - Cached - More from this site
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Username: Idhsnmp

Fassword: I. -

Connection ldentifier: IW I

:mm ] bt —

|Google » [dert T 2 3] M8 Ssmniss < G
ORACLE

{SQL*Bliis

Login

semame fnmg

Pasowoed

Cennacsion Idestifier: [ =]




~acrosolt Internet Dxplorer
Bin Bl yew Fgeortrs Qoo pel
Qo - (- (6] (2) [ s et s @] (2 B - BB
s ] o) — i
|Google » [nst Tk v] ftsewcnweb - Gysewchsee | 3 @0 Eopiens ) o 4 [ sonks

JSQL* Plus Lanost hew Saasian Histar P
Work Screen
File o1 URL Sowin. | Load Script |

Entir statemunts

[Evecutn | _ Sww o | GinarSomen | Gancal |

Connected,

select * from dba_users

[USERNAME [USER_ID|] PASSWORD [ACCOUNT _STATUS
|SYS ‘ D‘EF??EBBDADDEDDDS ‘OF‘EN

ORACLE |SYSTEM ‘ 5 )22904%5%09900? ‘OF‘EN
iSQL*PI
Work Screen

File or URL

Erter statamants,

SELECT 'user: ADAMS password iz the default (WOOD/7ZCDEF4A3483F60D)' "defaul
SELECT 'user: ADLDEMO password is the default [(ADLDEMO/147215F5192946ES)' "d
SELECT 'user: ADMIN password is the default (JETSPEEDSCACZZ318F162D597)' "de:
SELECT 'user: ADMIN password is the default (WELCOME/BSE1SACSAS46836h)' "def:
SELECT 'user: ADMINISTRATOR password is the default [(ADMINISTRATOR/S1S548F0A31
SELECT 'user: ADMINISTRATOR password is the default [(ADMINSFSEDEO1D936153ED)
SELECT 'user: ANDY password is the default (SWORDFISH/BSSZ7S56ZESO4EBC3IF)' "de
SELECT 'usger: AP password iz the default (AP/EEDOSALSSZ944BEAD)' "default pas:
SJELECT 'user: APPLSY3 password is the default (FWND/OFSS677Z9S0BESC7d)' "defau
SELECT 'user: APPLYSYSPUE password is the default (PUE/ASEOSES4EC4S6FCI) ' "d

http://www.pentest.co.uk/sql/check users.sql




Attacking Databases Over the Internet: Exploiting Search Engines
(Google)

= Qutcome: First step towards administrative
control!

= Vulnerabilities Exploited:
= Misconfigurations & Resource Privilege Management

= How did we do it?

= “Googled” for “isql” and took advantage of poor
security practices!

APPLICATION " ]
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Attacking through a Web Application: Oracle JDBC Query
Sample

= Attack Target: All Versions of Oracle
* Privilege Level: Anyone with Internet Access
= Scenario:

= |llustration of an Attacker using SQL Injection to run
commands on a database via a vulnerable web
application

= Vulnerabilities Exploited:
= SQL Injection
= Denial of Services & Buffer Overflows
= Misconfigurations & Resource Management Issues

APPLICATION e
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Address [&] hitp:} 50023505, mycapt 35k, com: 7778 demajsalldbc/ IDBCQuery. jspPeannStr=dbcs 3Aoracke % 3athin% 3a@locahost: 361521 %3 7| [ G ‘ Links

Google - |

|| B search et - @ Searchsie | gD | @ - | B options L |

Enter a search condition:

Ask Oracle

[ | | mtemet

The IDBCQuery ISP crosoft Internet Explorer

3 The IDBCQuery ISP

Fle Edt Wew Favortes Tooks Help
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Address I@ http:ﬂf50023605.nycapt35k‘com:?778ﬂdemoﬂsqlfjdbcﬂJDBCQuary.]sp?cunnStr:]dbc%BAorac\e%aAthin%SA@loca\host%3A1521%Sj Go ‘ Links

@ - | 7] options -

Google - |

Enter a search conditi

7778/demo/sql/jdbc/JDBCQuer
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Fle Edt Wiew Favortes Tooks Help
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Address [] http: Js0023505. mycapt 35k.com: 7778} demajsalljdbc/ IDBCQuery. jspPronnStr=jdbcs Aoracles3athinos 3a@locahost 361521 %:3 7| [ Go ‘ Links

Google - | || g searchweb - @y searchsite | gD | @ - | [ options -9

Enter a search condition:

Ask Oracle

|‘1 '="2' UNION SELECT sys database_name, -500 FROM dual

sys.database_name

[ [ @ mtemet

Fle Edt Wew Favortes Tooks Help
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Address I@ http:NsUUZSﬁUS.nycaptaSk‘com:?778ﬂdemoﬂsqlfjdbcﬂJDBCQuary.]sp?cundz%zﬂ%27%SD%Z72%27+UNION+SELECT+sys.databj Go ‘ Links

|| # searchweh ~ @y searchste | 53 | € - | [ options -
|

Google - |
Search results for : '1'="2' UNION SELECT sys.dutubase nante, -500 FROM dseal

« TEST.US.ORACLE.COM earns $ -500.

Enter a search condition:

Ask Oracle

[ [ @ mtemet




Fle Edt Wiew Favortes Tooks Help
@Eazk - e - @ @ C:] p5earch i\LS)FaVDntEs & vedia .@ B' i_; |_J J% @ 3

Address [] http: Js0023505. mycapt 35k.com: 7778} demajsalljdbc/ IDBCQuery. jspPronnStr=jdbcs Aoracles3athinos 3a@locahost 361521 %:3 7| [ Go ‘ Links

] options -

Google - | =|| & Searchweb ~ @y Searchsie | 2 | €D -

Enter a search condition:

Ask Oracle

|‘1'='2‘ UMION SELECT syslogin_user. -500 FROM dual

sys.login_user

[ [ @ mtemet

Fle Edit Yew Favartes Tools Help
@Ea(k - o - @ @ <b|p55arch *Favnntes A vedia @| 3' i_; = |_J é% P 3
Address I@ http:NsUUZSﬁUS.nycaptaSk‘com:?778ﬂdemoﬂsqlfjdbcﬂJDBCQuary.]sp?cundz%zﬂ%27%SD%Z72%27+UNION+SELECT+sys.\og\n_j Go ‘ Links

|| # searchweh ~ @y searchste | 53 | € - | [ options -
|

Google - |
Search results for : '1'="2' UNION SELECT sys.loxin user, -500 FROM dsal

o SCOTT earns $-500.

Enter a search condition:

Ask Oracle
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Eile  Edit Wew Favorites Tools Help
eﬁack - e - @ @ (h |pSearch *Favurites eMedia @ Bv I\f I_‘J é% @ .‘5

Address I@ http:ﬂf50023605.nycapt35k‘com:7778ﬂdemoﬂsqlfjdbcﬂJDBCQuery.]sp7cunnStr=]dbc°.’93Aorac\e°/93Athin°fq3A@Ioca\host%3A1521%3j

Google - | || & searchweb - Q@ Searchsite | g | B - | B options -9

Enter a search condition:

[T="2" UNION SELECT NUMTOYMINTERVAL( ' AAAAAAAAAASEEEEEE _ Ask Oracle

NUMTOYMINTERVAL

[T | |4 mtemet

b/ IDBCQuery.jsp?coni +UNION+SELECT +NUMTOY

Fle Edit Yiew Favorites Tooks Help [Fttp://s0023608. rrycaptask.com 77 78/demajsqlfidbc) IDBCQUery jsp?cond="

@Ea(k - o - @ @ <b|pSEar(h *Favnntes A vedia @| @v ?‘F = |_J é% @ .ﬁ

Address I@ http:NsUUZSﬁUS.nycaptaSk‘com:?778ﬂdemoﬂsqlfjdbcﬂJDBCQuary.]sp?cundz%zﬂ%27%SD%Z72%27+UNION+SELECT+NUMTOYVj Go ‘ Links

Google - | || # searchweh ~ @y searchste | 53 | € - | [ options -4

JSP Error

Exception:

java.sgl.50LException: No more data to read from socket
at oracle.jdbc.dbaccess.DBError . throvSglException (DBError. java: 134)
at oracle.jdbe.dbaccess.DBError . throvSglException (DBError. java: 179)
ar oracle.jdbe.dbaccess.DEError.check_error (DEError. java:1160)
at oracle.jdbec.tte?.MAREngine . unmarshalUBL [HAREngine. java:963)
at oracle.jdbc.tte?.MAREngine . unmarshalSBl [MAREngine. java:8593)
at oracle.jdbc.tte?.0close. receive (Oclose. java: 101)
at oracle.jdbe.tte?. TTCT7Protocol. close [TTC7Protocol. java: 683)
at oracle.jdbe.driver.OracleStatement.close (OracleStatement. java: 644)
ar _demo._sgl._jdbe. JDECQuery. runQuery(_JDECQuery. java:54)

at _demo._sel. jdbe. JDBCQuery. ispService [ _JDBCQuery.java:147)

at oracle.isp.runtime.Heopdsp.service (Heopdsp. java)

[ [ @ mtemet
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Proactively Combating
Database Attacks

Preventing the Password Attack

Database Vulnerability Assessment (DVA)
= Find and Change Default Passwords

= Remove SCOTT/TIGER
= |mplement Password Controls

= Account Lockout

= Minimum Password Length

= Password Expiration

= Password Complexity

Database Activity Monitoring (DAM)

= Monitor Database Login Attempts
= Log all failed and successful logins
= Alerts on repeated failed logins

APPLICATION
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Preventing the Privilege Escalation Attack

Database Vulnerability Assessment (DVA)

= |dentify Missing Security Patches
= Apply the latest:
= CPU
= PatchSet
= ServicePack
= HotFix

Database Activity Monitoring (DAM)

= Monitor Attempts to Exploit Known Vulnerabilities
= Real Time Alerts on Privilege Escalation Attempts

APPLICATION

45 www.appsecinc.co

Addressing Database Vulnerabilities

= Start with a Secure Configuration
= Stay Patched
= Stay on top of all the security alerts and bulletins
= Defense in Depth / Multiple Levels of Security
= Regularly scan your databases for vulnerabilities
= Fix the problems reported!
Regularly run user entitlement reviews
= Revoke access not needed for business!
Implement database activity monitoring...
...and database intrusion detection
= Especially if you can’t stay patched!
= Encryption of data-in-motion / data-at-rest
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Best Practices by Database Vendors & Notable Third
Parties

= Oracle
= Oracle9i Security Checklist

otn.oracle.com/deploy/security/oracle9i/index.html

= Oracle Project Lockdown
www.oracle.com/technology/pub/articles/project_lockdown/index.html

= Oracle Security Checklist
www.oracle.com/technology/deploy/security/pdf/twp security checklist db_database.pdf

= SANS Institute (SysAdmin, Audit, Network, Security)

= Oracle Database Checklist
www.sans.org/score/checklists/Oracle_Database Checklist.doc

=  Microsoft
= 10 Steps to Secure SQL Server

www.microsoft.com/sqgl/techinfo/administration/2000/security/securingsqglserver.asp

= SQLSecurity.com
= SQLSecurity Checklist
www.SQL Security.com

Database Security Info from AppSecinc

= White Papers

= http://www.appsecinc.com/techdocs/whitepapers/research.shtml
= Database Activity Monitoring
= Search Engines Used to Attack Databases
= |Introduction to Database and Application Worms
= Hunting Flaws in Microsoft SQL Server

= Presentations

= http://www.appsecinc.com/techdocs/presentations.shtml
= Protecting Databases
= Hack-Proofing MySQL, IBM DB2, Oracle9iAS
= Writing Secure Code in Oracle

= Security Alerts
= www.appsecinc.com/resources/mailinglist.html
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Thank you!

Questions?

Application Security, Inc.
1-866-9APPSEC (1-866-927-7732)

asktheexpert@appsecinc.com




